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NComputing would like to thank you for purchasing this product.

© 2005-2007 NComputing, Inc. All rights reserved. Specifications subject to change without notice.
NComputing® is the property of NComputing and may be registered in Korea and other countries.
Other trademarks and trade names are the property of their respective owners.

Refer to the following to prevent any physical injury or loss of assets caused by damage to the product.
A user must read this User's Guide carefully before use and follow the instructions.

e Please make sure that the place of installation is not too hot (above 35° C) ,too cold (below
0°C), or too wet.

o Please keep the case safe from any severe impact.

e Please make sure that the product does not come into direct contact with benzene or thinner.
e Please make sure that the product is not exposed to direct sunlight or any hot machinery.

e Please keep the product away from any items which have strong magnetic properties.

e Please do not disassemble, repair or rebuild the product.

e Please do not leave a LAN (Local Area Network) cable in any passageway. An electric shock,
fire, damage to the product or physical injury may occur as a result of tripping over the cable.

e Please disconnect the LAN cable from the product when the cable is not in use for a long period
of time.

o Please install the product so it is safe from damage caused by dropping or falling.

FCC Information

This equipment has been tested and found to comply with the limit for a class B digital device,
pursuant 15 of the FCC Rules.

These limits are designed to provide reasonable protection against harmful interference in a residential
installation. This equipment generates, uses, and can radiate radio frequency energy, and if not installed
and used in accordance with the instruction, may cause harmful interference to radio communications.
However, there is no guarantee that interference will not occur in a particular installation. If this
equipment does cause harmful interference to radio or television reception, which can be determined by
turning the equipment off and on, the user is encouraged to try and correct the interference by one or
the following measures:

e Reorient or relocate the receiving antenna
¢ Increase the separation between the equipment and receiver

e Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected

e Consult the dealer or an experienced radio TV technician for help

Change or modification not expressly approved by the party responsible for compliance could void the
user’s authority to operate the equipment
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This device complies with part 15 of the FCC Rules.
Operation is subject to the following two conditions:

(2) This device must accept any interference received, including interference that may
cause undesired operation.

(1) This device may not cause harmful interference, and
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Notice

This product has been made by using state of the art technology from NComputing and has undergone
thorough testing, An understanding of reliability has been reached for this product due to the extensive
testing.

This User's Guide is designed to help the user to achieve easy installation and use of the product. Our
company makes every effort to provide our customers with information related to the product, and with
answers for any questions that may be asked by our customers. The performance of the product can be
continuously enhanced via the software update utility.

(Please refer to the relevant section of the User's Guide for more detailed information).

The customer's registration and the registration of the product serial number, which can be done via the
Internet, enables customers to receive the software upgrade service and ongoing technical support via
the Internet for their convenience.

Please note that reproduction of the User's Guide in whole or in part, without permission from the
manufacturer, is not permitted.

Please read the notes, which are related to safety, before use.

The information in the User's Guide may vary depending on any improvements in the product and the
model type of the purchased product.

The manufacturer is not responsible for any damage to the product that is caused by using any products
which are not specified as standard products, or by not following instructions and procedures correctly.

This product is compatible with Windows and Linux.

Any other operating systems including new operating systems require special software, which can be
purchased separately, or an upgrade of the software is available at extra cost.

This product is an independent terminal device that provides for the emulation of Windows. It is not a
computer. Unlike an existing computer there is no need for the addition of auxiliary peripheral devices,
or for the connection of a different types of communication devices, or for the modification of
hardware. Some of the products may not support images with high color depth or 3D games that are
supported by high performance computers.

Please refer to the Windows operating system for more detailed information.
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What is the access terminal?

The L-series access terminals enable you to dramatically cut computing costs by sharing the untapped power of
PCs. The access terminals, Ethernet-based extension protocol, and terminal services software work together to
efficiently harness excess computing capacity and enable multiple users to share a single PC. Best of all, IT staff
and end users do not need special training because this end-to-end solution is easy to manage and is compatible
with standard PC applications.

What is the terminal services software?

Note: This document uses the following terms interchangeably: "User software," "host PC software," "terminal
services software,” and "NCT-2000-XP".

NCT-2000-XP, the terminal services software, divides the host PC's resources into independent sessions that
give each user their own robust PC experience. One PC can support up to ten users when running on a desktop
operating system, such as Microsoft Windows XP. With a server operating system on the host (Microsoft
Windows 2003 Server or Linux), up to 30 users can be supported simultaneously. NComputing terminal service
software also works with the optional NControl and NShield software that add more centralized management
capabilities such as remote monitoring and host PC data backup.

Features

The L-series access terminals do not have a CPU, hard drive or CD-ROM, yet most users find it
indistinguishable from a full PC environment. The L-series exclusive technology allows you to add up to 30
computing terminals to your existing PC. Each access terminal offers a full and independent computing
experience.

Simultaneous desktop operation

Each access terminal accesses the host PC OS and can run its applications concurrently and independently
through Ethernet.

Minimal Maintenance Required

You only have to maintain and upgrade the host PC since the access terminals have no CPU, hard drive, or CD-
ROM.

Small sleek design

Allows more room in your office or on your desk, and can even mount on the back of your LCD with included
bracket.

Eco-friendly

Since the access terminals have no moving parts, it makes no noise and saves energy by drawing only 5 watts.
Supports multiple resolutions

640x480, 800x600, 1024x768 and 1280x1024, by 16-bit colors.

Additionally, the L130 supports 1440x900 by 16-bit colors and the L230 supports 1440x900 by 24-bit
colors.

New Feature: Microphone

The L230 now includes a microphone port.

Minimum System Requirements
A host PC with at least:

e A 2 GHz processor
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e 512 MB RAM
e 60 GB hard disk drive

e Ethernet switch or router

Do not use a notebook PC as the host. Notebooks use power-saving features and different technologies than a
typical desktop PC, and this causes power management and memory problems.

Conceptual Diagram
% Computer
oeeeee ¢

User 1
Router/Switch

Installation

User 2 User3 User4 User5 User 30

Install the terminal services software (optional, but must be done once)
Insert the Software Installation CD into the host PC's CD drive.

In most cases, a window will automatically appear after a few seconds with installation options. If it doesn't
appear after 2 minutes, go to "My Computer", open the CD drive's icon, and start the "Setup" application.

At the installation screen, click on the "Install Program™ button.
e —

- computngc @090 |

Install Main Program Fel
View User's Guide
Install Acrobat Reader

COMPULITIC

Before the installation starts, the installation software attempts to connect to the Internet to compare the software
version on the CD with the latest software version on the NComputing server. If there is a later version on the
NComputing server, a prompt will appear to ask if you want to use the version on the CD or if you want to
install the latest version. It is recommended to install the latest version rather than use an older version on the

CD.

Installing NCT-2000-XP [TSK] [V.4.03.058.1]

9 Mews Wersion of MCT-2000-%P is accessible on the internet server,
\_‘_.

Do wou want install NCT-2000-2P From internek ?

Yes 1 [ Na ] [ Cancel
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Note: The following message will appear if any computer on the network is not connected to the Internet or a
program such as a firewall blocks the port.

NCT-2000-XP

! "_-., The server name of address could not be resolved
L]

The following ports should be opened on the LAN: TCP Ports 27605, 3581, 3597, 3645, 3646, 3725; UDP Ports
1027, 1283 (these are subject to change).

At the "Welcome" screen, click on the "Next" button.

2 Installing NCT-2000-XP [T5K] [¥.4.03.081.2] x|

Welcome to the NCT-2000-XP Setup program.
-~
computing®

Itis stiongly recommended that you exit all Windows programs
befare running this Setup program.

Close any programs you are running, then click "Mext" to
.‘ cantinue with the Setup program. Click "Cancel” to quit
Setup,

L-Series

< Back Cancel

At the antivirus and firewall warning screen, click on the "Next" button.

7 Installing NCT-2000-XP [T5K] [V.4.03.072.4]

NCT-2000-XP
Fireswall £ Antitvinus Softwars \warring! %

Firewall / &ntiius Software Warmningl

Please make sure to DISABLE ar UNINSTALL ary Antivins
or Firewall soltware that may be running in the background,
Securty software of this type has been tested and known to
intefere with the installation and operation of our product

N Tolsain more about this and how o pravent any interference,
| pleace cick here

Clck here

[ ¢Back [ Hews ] [ Cancel |

At the software license screen, you may view the software license and print it out. When you are finished, click
on the "l agree" checkbox, then click on the "Next" button.

7 Installing NCT-2000-XP [TSK] [V.4.03.072.4]
NCT-2000-XP - License
Please read the floing license agreement %
Use the scroll bar to view the rest of this agreement.

[END USER: LICENSE AGREEMENT ~

This Enet-Uiser License Agresment ("ELLA)is & legal agreement betvveen you (ether an
incividual or & single entity) and Neomputing Co., Ltd. for the software product that
laccompanies this ELLA, which includes computer software and may include assacisted
Imelia, frintec! materials, and "Onine" or elsctronic documentation (“Software Froduct” or
Software").

1. IMPORTANT - READ THIS CAREFULLY:

'Ol SHOULD CAREFULLY READ THE FOLLOWING TERMS AND CONDITIONS BEFORE
OPERING THIS PACKAGE OR INSTALLING THE PROGRAM INTO THE COMPUTER.
INSTALLING, COPVING, OR USING THE SOFTWARE CONSTITUTES ACCEPTANCE OF

ITHE TERMS AMD CONDITIONS OF THES ELILA AND THAT YOU UMDERSTAND THAT THIS &

<Back_| [ Cancel |
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At the software terms of use screen, you may view the software terms of use document and print it out. When
you are finished, click on the "I agree" checkbox, then click on the "Next" button.

At the readme file screen, you may view the readme file and print it out. When you are finished, click on the

"Next" button.

At the "Choose destination location" screen, you can install to the default location, or you can choose a different

2 Installing NCT-2000-XP [TSK] [V.4.03.072.4]

NCT-2000-XP - Terms of use
Please read the following terms of use.
Use the scroll bar to view the rest of this terms of use,

HOTICE ~
BEFORE INSTALLING SOFTWARE PROVIDED BY HCOMPUTING CO., LTD., PLEASE

READ THIS TERMS OF USE STATEMENT CAREFULLY. YOU WILL BE PERMITTED TO

USE THE HARDWARE AND SOFTWARE ONLY IF ¥0U AGREE TO THE PROVISIONS OF
THIS TERMS OF USE STATEMENT.

TERMS OF USE STATEMENT
1. General,
The ohject of the provisions o this Terms of Use Statement is ta govern the proper use of

OfficeStation L i Expanion™ 10U | lleotus ™ and
HetStar™ series ("Product”)

Czsed

v

[ cBack | [ Cancel |

= Installing NCT-2000-XP [TSK] [V.4.03.072.4]

NCT-2000-XP
Pleass read the following text g
Use the scroll bar ko wigw the rest of this text, i

NCT 2000-<P: Readme file ~
2004-11-26, Wersion: 4,02, Release: 161 or higher

(C) Copyright 2004 by NComputing Co. Ltd /Karea and licensors

Table of Contents

1. Welcame

2. Installaion and first Steps
3 Deinstallation

4. Special sleass Motes
5. Limitations and tips

~

| [ cancel |

[ epack [

location. When you are finished, click on the "Next" button.

At the "Choose Password for Administrator" screen, select whether or not to use an administrator password and
whether or not to install the Network Administration Console. If you choose to use an administrator password,

2l Installing NCT-2000-XP [TSK] [V.4.03.072.4]

NCT-2000-XP
Choose Destination Location @

Froaram wil install MCT-2000:<F in the following directory.

Toinstallin this directory, click "Next".
Toinztall in a different directoryclick “Browse" of type a new directony path,

Click "Cancel" to exit this program.

Destination Directory

Browse

[ <Back [ New> | [ Cancel |

enter it and retype it. Click on the "Next" button.
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2 Installing NET-2000-X0 [ T5K] [¥.4.03.077.4]

NET-2000:4P
Coeate Paaswoed ot Adminithistoe

etal Uriretal aad Cievrie sy e eyt fustond ki 1
“Wihouk it paswose. e it pocechae cannot coninue. Feare enfes the
Erkes s NCT 2008 Achminiats o Paawoct
Hew Pamwont
[ L -]
] Dinabte pastawsesd protection

(]t el Aot show Coeacis)

Note: The Network Administration Console allows you to administer the terminal service software and the
access terminals in your network. It is recommended to be installed at least once on each network to enable
administration tasks. It may be installed on every terminal service software installation.

At the installation confirmation screen, review the selections and click on the "Next" button.

A Installing NCT-2000-XP [T5K] [V.4.03.072.4]

NCT-2000-%XP
Ready to copy files. @

@ Setup is now ready to copy files.

| Cument Settings:

Componets:

MCT-2000:4P
IF you want to review o change any

seftings, click "Back’ Destination Directory:

If pou are zatisfied with the settings, APt N <20

click "Mext" to begin copying files.

< Back ]I Mexst > J[ Cancel

The software is installed.

i Installing NCT-2000-XP [TSK] [V.4.03.072.4]

A Installing NCT-2000-XP [T5K] [V.4.03.072.4]

NCT-2000-XP % NCT-2000-XP %

&3 ¢ @& & g &
Source: |E:A\OfficeStation]L100] - NChsetuphnec exe

Source: |E:AOfficeStation(L100) - NChsetupnc.exe

Destination:

Destination: | C:\Program Files\NCT-2000:+<P\TERMS_US. TAT Ok
Il
)
Gath For blesh help Installing Yirtual Audio Devices - Please wait!

At the "Add new users" screen, select whether or not you would like to add new users to the system. If you click
on the "Yes" button, the installation program will launch a screen to administer user accounts on the host PC. If

you click the "No" button, the installation process will continue without bringing up the user administration
screen.

Installing NCT-2000-XP [TSK] [V.4.03.072.4] [&]

7
1.{/ Do wou want o add any new users to the syskem 7

[ ves |’ Ho ]

Note: It is recommended that all users have their own user accounts to enable control of their own settings.

10
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At the "NCT-2000-XP successfully installed" screen, select whether or not to restart the computer.

72 Installing NCT-2000-XP [T5K] [¥.4.03.081.2] x|

MCT-2000-<F successfully installed!

‘ou can start MCT-2000-<F Console under.
Start -» Programns - NCT-2000:+P -:MCT-2000-<F Console.

»

Istall needs to restart the spstem,
Do you want to reboot your computer?

@ Hes, | want bo restart my computer now

"
L-Ser’es Mo, | will restart my computer later

|

Note: It is required to reboot the computer before using the terminal service software or the access terminals
connected to the host PC

Connect the Access Terminal

The access terminal must be connected via Ethernet to the host PC. This can be done using an Ethernet switch, a
router, or some other network connection method.

When registering the software, all the access terminals must be connected to the host PC using Ethernet

Network connection

Note: If the network is configured to use DHCP to get dynamic IP addresses, you can setup the access terminal
to use it.

Go to the access terminal and select the "Options™ button, then select the “Setup” button.

11
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computing

| Cannect | | Refresh || Options

In the "Network™ tab, select whether to use a dynamic IP address or a static IP address.

If you setup the access terminal to use a dynamic IP address, you don't need to enter anything as the IP address.
Click on the "Save" button.

192.168.000.010 |
[ 192.168.000.001

{ oooFEqisnion

If you setup the access terminal to use a static IP address, you must enter the IP address and the default gateway.
Click on the "Save" button.

12
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[Ne!work || Options || Password || Update || Misc [

IP Address
L Get Dynamic P Address
& Use Static IP Address
P Adaes:
Gatevey

MAC Address

MAC Address: O00FEQ 180404

Suue_; Cameol

Installation with monitor mount (L130 and L230 only)

The L130 and L230 products include a monitor mount, mounting collar, monitor mount screws (silver color) and
mounting collar screws (black color) for mounting it to the back of a monitor. To mount the terminal, first secure

the monitor mount to the back of the monitor, as in the following pictures.

The above picture shows the monitor mount attached to the back of the monitor with the four silver screws. Note
that the black attachment clips are oriented vertically. Also, note there are holes in the monitor mount that

support a 100 mm mount and a 75 mm mount.

13
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The above picture shows the terminal attached to the monitor mount. This is done by sliding the terminal on the
attachment clips and pushing it down to secure it.

The above picture shows the L130 on the mounting bracket, secured with the mounting collar, and all cables
connected.

The above picture shows the L230.

Product Registration
Product registration uses the Internet and enables downloading updates and technical support.

Select "Product Registration” in the Windows Start menu.

14
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At any time during the registration process, you can click on the "Cancel" button and the process will be
cancelled, or you can use the "Back" button to return to previous screens in the registration process to change

your entries.

At the welcome screen, if you have password protection turned on, enter your password. Click the "Next" button.

NCT-2000-XP Internet Registration Program

Computing®

.

L-Series

Welcome to the NCT-2000-XP
Registration program. This

program will
register your serial number(s].

Fiegistration requires the password from
NCT-2000-<F conzole

Please type the paszword and then click,

"Mest > buttan to continue with the
Reqistration Program

Password:

At the "Collecting information" screen, if the data fields are not already populated, enter the registered user's
relevant information. Each field must be entered in this window. When you are finished, click on the "Next"

button.

NCT-2000-XP Internet Registration Program

Collection information about your spstem.
Pleaze fill the following fields. ..

Name
Campany:
Cantry :
Zip
Address:
Phone
Fax:
E-mail :
Address 2

&

NCOM

NCOMPUTING

Korea

431-807

d Floor, Daeyoung Bldg, 1423-6
82-31-422 5157
82-31-4225158

techsupport@ncomputing.com

[ <Bsck | Mew> | [ Cancel |

At the "Choose method" window, you can select what registration function to invoke. For online registration
functions, you can select whether to register or unregister the software and associated access terminals. In the
offline functions, you can select whether to register or unregister the software and associated access terminals

15
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via a file that can be emailed, cancel a pending registration, or manually input keys from the offline registration

process. Select the registration function you want to invoke and click on the "Next" button.

NCT-2000-XP Internet Registration Program

Choose method to register
Please select an item for your MCT-2000-<P system...

On Line

=

:0n Lin:

() On Line - Unregister via Intemet.
Off Ling

() OFf Line - Pegister via File/Email

() OFff Line - Unregister via File./E mail

() Off Line - Cancel Registration

() OFf Line - Key Input,

e - Register by Internet

{ Back “ Mext >

] [ Cancel

Online Registration
In the case of Online Registration, follow the instructions below. Otherwise skip to the section titled “Offline

Registration”.

When you select to register or unregister online, the next screen allows you to select what serial numbers to
register or unregister. The window shows you a list of all access terminal serial numbers that are accessible via
Ethernet by the host PC. For each serial number, the window shows if it is registered or not registered. Select
which access terminals to register or unregister by clicking the appropriate check boxes, and click on the "Next"

button.

NCT-2000-XP Internet Registration Program

NCT-2000-XP Internet Registration Program

Register On-Line
Serial number selection page

Please click the checkbox to select serial number(s)

“Your serial number list

2

D 15000 2 2 H not registered

Register On-Line
Serial number selection page @

Please click the checkbox to select serial number(s]

“our serial number list

1500022 E ot registeien

[ ¢Bock | Mewt> | [ Cowel |

[ ¢Back [ Mew> | [ Concad |

In the "Ready to register" screen, you see the user information you entered and the serial numbers you chose to
register or unregister. Confirm the information is correct and click on the "Next" button to complete the process.

16
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HNCT-2000-XP Internet Registration Program

Ready to register On-Line

"Mt

Mumber(s) to register

1500022

Please check your registration
sellings,

|F piau are satisfied with the
seltings, olick “Hext" to begin
the registration.

Please check wour setting to register if wou ready to register please click

Serial Number: 1500022 - not registered

Mame : HEOM
NCOMPUTING

Korea

Compay!

Cauntry
Zip:
Address:

Phane

431-907

2nd Floor, Dasyoung Bldg, 1423
62-31-422-5157

Fax: 82314225158
Enai: | techeuppon@ncomputing com
Add. Info

[ < Back “ Mext> I[ Cancel ]

In the "On-line Registration process™ screen, you see the registration progress. Once the online registration
process is complete, the window shows the results of the process, including which serial numbers were
successfully registered. Click on the "Finish" button.

NCT-2000-XP Internet Registration Program NCT-2000-XP Internet Registration Program
On-line Registration process Registration result page
Program is registering your NCT-2000:P spstern now. % thanks for registering
i Registration was finished
=2 \4) successfully!
Please wai...
Serial number 1500022 was registered successhully!

Offline Registration

In the case of Offline Registration, follow the instructions below. If you have completed the online registration
section, skip to “Using the access terminal”.

When you use offline Registration, you can email a data file that includes the serial numbers you want to register
or unregister. When the registration or unregistration is processed, you receive a key that must be input manually
into the registration screens. To start the process, select whether to register or unregister offline.

When you select to register or unregister offline, the next screen allows you to select what serial numbers to
register or unregister. The window shows you a list of all access terminal serial numbers that are accessible via
Ethernet by the host PC. For each serial number, the window shows if it is registered or not registered. Select
which access terminals to register or unregister by clicking the appropriate check boxes and click on the "Next"

button.

NCT-2000-XP Internet Registration Program

NCT-2000-XP Internet Registration Program

Register Off-Line

Serial numbst selection pags

Please click the checkbox to select serial numbei(s)

“'our serial number fist

Register Off-Line

Serial rumber selection page

Please click the checkhox to select serial numbers]

Your serial number fist

11500022 B ot egstered

1500022 K rotregsteres

<Back || New» | [ Cancel

<Back [ New> | [ Cancel
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In the next window, you see the user information you entered and the serial numbers you chose to register or
unregister. Confirm the information is correct and click on the "Next" button.

NCT-2000-XP Internet Registration Program

Ready to register Off Line
Please check pour registiation settings, if you are ready to register offiie, %
please cick "Nt ]

Serial Number: 1500022 - not registered
Hurmbeils) to register: Mame: MEQM

Company: NCOMPUTING
1500022
Couny : | Korea
Zip: 431807
fddress: | 2nd Floor, Daeyoung Bldg, 1423

Please check your registration Phone : |82-31-4225157
seltings. Far: 82.31-422:5168

11 you are salisfied with the: Emai: echsupport@ncomputing com
seltings, oick "Nt to begin
the regisiration. el

[ <Back [ Mew> | [ Concel |

In the next screen, you select where to place the file that must be emailed.

NCT-2000-XP Internet Registration Program
Off-Line registration mode
This step creates registration file. @

i To register, please create this fle and send this
\) file Yo support@ncomputing. com by E-mail. You

will recaive your offine key shorlly aftst you
submit the email

Humber(s] to register: 1500022
Fiegister file path:

ChDacuments and Setlingshuserl Wy Documents\FIGFT

Plaase dlick "Mewt" 1o craate i
[ <Bak | Mew> | [ cancel |

Once you create the file, you can copy it to another PC, if necessary. Email the file to support@ncomputing.com.
You will receive an email reply that includes an activation key for each serial number that you selected to
register or unregister.

When you receive the activation keys, start the registration program again and select "Key Input".

In the next window, you are given the ability to select a serial number that is pending offline registration or
unregistration and enter the corresponding activation key. When you have entered the key and selected the
correct serial number, click on the "Accept" button. Do this for each serial number. When you are finished, click
on the "Finish" button to complete the process.

HNCT-2000-XP Internet Registration Program

Entering Dffline Key
Plaase enter Offine key click "ecspt” to activate registration @

Serial Number(s]: | 1500022 Registering Off-Line L

Activation Key: ||

[ < Back ” Finish Il Cancel ]

To cancel an offline registration or unregistration that is already in progress, select the "Off line - Cancel
registration" radio button and click on the "Next" button.

The next window shows the serial numbers that are known by the host PC. Select the serial numbers for which to
cancel the registration or unregistration process and click on the "Next" button.
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Uninstallation

To uninstall the NCT-2000-XP program, select “Uninstall NCT-2000-XP” in the “Start” menu. Follow the
prompts and the programs are removed from the host PC. After the program is uninstalled, you must restart the
host PC to complete the process.

Updating the Terminal Services Software

Once you have successfully completed the registration process, you can update the terminal services
program directly over the Internet by selecting “NCT-2000-XP Internet Update” from the *“Start” menu.

Note: If the “Enter Password” window appears, enter the administrator password.

Click the “Connect” button to check for a software update. If there is a new version available, click on
the “Download” button to start the update process. If there is no new version available, click on the
“Exit” button. When the download is complete, the installation of the new version will begin.

Using the access terminal
Configure the Access Terminal

The access terminal screen

The host PC list shows host PCs to connect to. Select a host PC from the list and click on the "Connect" button
to start.

The "Refresh” button refreshes the host PC list.

. &pss  Computing

¢ o o —

Connect Refresh Options

The Options Menu
The "Options" button brings up a menu where you can view and change the access terminal’s settings.

UTMA Options

| Sewp || Reset |[ o |[ Ciose |
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Within the “Options” screen, the "Reset" button resets the access terminal

The "Info" button brings up a window to view the following information about the access terminal:

Version: the version of firmware running on the access terminal

Build: The build number of the firmware running on the access terminal

Date: The date of the firmware running on the access terminal

Device Model: The model number of the access terminal

Loaded Schema Version: The schema version running on the access terminal

IP Address: The IP address the access terminal is configured to use

Gateway: The IP gateway the access terminal is configured to use

MAC Address: The MAC address of the access terminal

Serial Number: The serial number of the access terminal

Alias: The alias of the access terminal, configured in the host PC management console

"Loaded from . . .": How the access terminal loaded its latest firmware update.

UTMA Info

The "Close™ button closes the options menu.

The “Setup” Menu

Within the “Options” screen, the "Setup" button brings up a set of tabs for viewing and changing the access

terminal settings. Note that this is an optional step to be used for more control of the terminal.

UTMA Setup

P 0DOFEDIBIS5TE
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The "Save" button saves all the changes made in the tabs and closes the window. This brings the user back to the
host PC list.

The "Cancel™ button discards all the changes made in the tabs and closes the window. This brings the user back
to the host PC list.

The “Network™ Tab
The "Network" tab contains settings for network connectivity.

If you have an IP Address, click on the "Use Static IP Address" radio button to set an IP address and gateway
address for the access terminal to use.

Otherwise, click on the "Get Dynamic IP Address" radio button to configure the access terminal to use DHCP to
get its IP address.

The MAC address is shown here for reference.

The “Options” Tab
The "Options" tab contains settings for host PC connections.
e ————————
Hetwork ! Opfions. ” Password u Update IMIse |

Server Connection List
| Jucodececeson ]

| Edt || Eneble/Disable |

o

The "Server Connection List" is a list of three connection profiles. There is a check mark to the right of each
profile that is enabled.

Select a profile and click on the "Edit" button to view and change its settings.
Select a profile and click on the "Enable/Disable" button to enable or disable the profile.

The first profile is called "Autodetection." Unlike the other profiles, its name can never be changed and it has no
specified server network address.

The second and third profiles' default names are "TS 2" and TS 3," respectively. You can change these profile's
names and they have a "Server Network Address" field where you set a host PC IP address.
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Network Options Password Update Misc
Edit Connsction Profiie

name |
Server Network Addness will be detected automatically
Uszr name |
Programs
© Deskiop
C Start following program:
Program: J
Fokder: |
Deskiop size
Resolstions! O 640x480 O 800500 O 1024763
© 1280x1024 at 63H- (some mondtors may not display propeny)
O 1440%900
Colordeptty  © 286Colors ) 16-Bit ® 28-Bit Mode Test
Refreshrate: & B0H=2
O T8H=

Compatibility:
#  Windows TS Compativle O Linux TS Compatible

In each profile, there are the following settings:

The “Autoconnect Enabled” radio button, when activated, sets the terminal to automatically
connect to the selected server when the terminal is turned on.

In the “User name” field, you can enter the user name that you want input to the Windows login
dialog box upon connection.

In the “Domain” field, you can enter the domain that you want input to the Windows login dialog box
upon connection.

In the "Programs" section, you can set what application launches when the access terminal connects to a
host PC using that profile. You can make the desktop come up, or a program that is specified by
program name and the folder where it exists on the host PC.

In the "Desktop Size" section, you can set the video behavior when the access terminal connects to a
host PC using that profile. You can set the resolution, color depth, and frequency. For example, you can
choose a resolution of 1024x768, a color depth of 16 bit, and a frequency of 60 Hz.

The "Mode Test™" button allows you to choose a desktop setting and do a basic test to see if it works with
your monitor. Click on the button and the video output will change to the specified resolution, color
depth and frequency. To exit the video mode test, press the "Esc" key on the keyboard.

The “Compatibility” section allows you to choose whether the profile is used to connect to the terminal
services software installed on Windows or Linux.

Click on the "OK" button to save the changes and close the window.

Click on the "Cancel" button to discard the changes and close the window.

* Note: Some monitors may not display certain video mode properly.

The “Password” Tab
The "Password" tab contains settings for protecting the access terminal options with a password.
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UTMA Satup
|Nelwarlt ” Oplions ” Password " Update || Misc |
Saetup Pasaword

) Do not Password
@ Protect BIOS Options with Fassword

Entar password
Typa It again
| ok |[ canca |
Save Cancel |
If you select "Do not use Password", there will be no password required to view or change the access terminal's

settings.

If you select "Protect device Setup Options with Password, a dialog box will pop up where you will be required
to enter a password twice. Then, when users click on the "Setup™ button in the "Options™ sub-menu, they will be
asked to enter the password. No other menus are affected by this password.

NComputing recommends setting the password to improve security.

The “Update” Tab

Your NComputing L-Series access terminal may at times require a firmware update. To do this, select the
"Update" tab and click on the "Update" button. When the access terminal asks you for a password, enter
"updateme” (without the quotes). Your access terminal will walk you through the process of updating the
firmware.

It is crucially important that you follow the instructions. If you turn off the access terminal during the firmware
update process, it may become non-functional.

After the firmware update process is complete, reset the access terminal by turning it off and on.

Certain changes in the terminal services software require a firmware update in each access terminal connected to
it. NComputing notifies customers when a firmware update is required by a given terminal services software
update.

The “Misc” Tab (L200 only)
The "Misc" tab contains settings that are no longer supported.

Using the management console

Start the management console from the Windows Start menu. The application is called, "NCT-2000-XP
Console"You can also start the management console by right-clicking on the NComputing icon in the system
tray and selecting "NCT-2000-XP Management Console".
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“Eb Network UTMA/UTSA Settings

fle Acion Wiew Help

2
3 UTMAIUITSA-Settings Name: [
- Local Users and Groups (Localy G Local Users and Groups (Local)
+ Local Computer Palicy @Local Computer Policy
=[] Software Settings localy ) software Ssttings (ocah
@ Software Settings (LAM) 2 Softwsre Settings (Lah)
+ =& Hardware Settings (LANflocal) =% Hardmare Settings (LANlocal)

Software Settings (local)
The "Software Settings (local)" tree allows you to see and change settings for the host PC.

A]=]%]

"B Network UTMA/UTSA Settings
File Action View Help

= ]
1 UTMA/UTSA-Settings Name
% Lacal Users and Groups (Local) @ sessions

=
Local Computer Policy (D Information & Settings
E are, et (ool (5055 Device Assgrment(s)

+ = Sessions
% (3 Information & Settings

+ (5] UsB-Device Assignment(s)
# @ Software Settings (LAN)
# & Hardware Settings (LAN/local)

&

Sessions
The "Sessions" item shows information about all the sessions currently active on the terminal services software.
By clicking on a session in the left window pane, you will see two tabs of available information.
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%1 Netwark UTWA/UTSA Settings M=

File Action View Help

& A 2 ©RB@

I UTMA TS A-Settings Hame User Status Clienit cannection

+ # Local Users and Groups (Local) 8 5ession #01 userz RuRMing Established but discornect

+ €4 Local Computer Policy 4 5ession #02 User3 Running Established but discornect

B &ftgg’:i::;ti”gs (local) Session #03  userl Runring Established UTMA 0g 1192, 168.0.97

Session #01
Session #02
Session #03

(&) Infarmation & Settings

® - [m4) USB-Device Assignmentis)
- @ Software Settings (LAN)
+ = Hardware Settings (LaNflocal)

The "Application loaded" tab shows all the applications running on the selected session.

“f Network UTMA/UTSA Settings M=
Fle Acion View Help
@ 2 2B

[0 UTMANITSA-Settings Application loaded \ i

+ % Local Users and Groups (Lacal)

+1-#8] Local Computer Folicy

Applicat
=T Software Settings flocal) PRI ‘
carss.exe
=@ Sessions winlogon exe
Session #01 Explorer. EXE
Session #02 avgce exe
Session #03 KmiMsg.exe
+-(E) Information & Settings mme. exe
+ (3] USB-Device Assignment(s) mspaint exe

- @ Software Settings (LAN)
+ & Hardware Settings (LANjlocal)

The "Information" tab shows the following information about the selected session:
e The "Station name" field shows the access terminal's provisioned name.
e The "Logged in user" field shows the username that is currently logged in.

e The "Default user" field shows the default username for the terminal session. If one is not configured, it
shows the last user that logged in.

e The "Status" field shows the session connection status.

e The "Client connection" field shows the UTMA session and the IP address of the terminal used.
e The "Display Id" field shows the terminal’s display ID.

e The "Hardware Id" field shows the terminal’s virtual hardware 1D.

e The "Keyboard Id" field shows what type of keyboard interface is used.

e The "Pointer Id" field shows what type of pointer interface is used.
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In the toolbar, there are three buttons: “Send Message,” “View Station” and “Stop Station.
Note: The “View Station” button may not be present if this function is disabled. The “View Station”

" Network UTMA/UTSA Settings

BEX]

ettings {LANflocal)

Application lnaded  Information

Hame

| value

Station name
Logged in user
Default user
Status

Client connection
Display 1d
Hardware Id
Keyboard 1d
Painter Id

Session #01
userz

3
ction via TCR/IP

button is not present when you select the session that you are currently using.

To send a message to a session, select the session and click on the “Send Message” button in the
toolbar. The “Broadcast” tab allows you to select a terminal to send the message to, a “From” entry,
and a message. The terminal must be connected to the same host PC. The “Network Broadcast” tab
allows you to send a message to a terminal that is connected to the same host PC or a different host PC
on the same network.

To view a session’s screen, select the session and click on the “View Station” button. When viewing a
session’s screen, you may select whether or not to control the mouse and keyboard remotely and
whether or not to allow the user to control the mouse and keyboard. To see and change these settings,
right-click on the title bar of the session view to bring up a menu. There are two settings, “Controlled

by TS Admin” and “User Input Allowed.”
To stop a session, select the session and click on the “Stop Station” button

Information & Settings

The "Product Information" tree item shows information about the installed terminal services software.

8 Network UTMA/UTSA Settings

/o

Fle Action View Help

& Bm B @

[ UTMAUTSA-Settings
+ G Local Users and Groups (Local)
+ €3 Local Computer Policy
= Software Settings tlocal)
-

s
ation
®7 Licenses information
8y System Settings
(5D seri

Serial Numbers

e hs
@ Software Settings (LAN)
& Hardware Settings (LANlocal)

[ Hame

S Product Information
G Licenses information
System Settings

P serial Numbers
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" Network UTMA/UTSA Settings

BEX]

Fle Action View Help
@ E2

(L UTMALTSA-Settings
+#7 Local Users and Groups (Local)
+1-#8] Local Computer Folicy
=15 Software Settings flocal)
-8 Sessions
=1-{&) Information & Settings
Qg Product Information
#7 Licensee information
By System Settings
Serial Humbers
(3] USB-Device Assignment{s)
#- @ Software Settings (LAN)
#- =% Hardware Settings (LANjlocal)

Yalue

NCT-2000-4P

04-07-2006

4.03.072

NComputing Co.,Ltd,

it fuwwy.ncomputing. com, http: /e .ncomputing.co.kr
techsuppork@ncomputing. com

Copyright 1998-2006 by NComputing Co., Ltd,

Pracuct Mame
Build Date
Wersion String

[B) Techrical Suppart
Copyright

The "Licensee information" tree item shows the information entered during the registration process.

A]=]%]

"B Network UTMA/UTSA Settings

File Action View Help

& B2

1 UTMAJUITSA-Settings _Name Yalug

¥ % Local Users and Groups (Local) [ hame HCOM

+ €4 Local Computer Palicy 4] Campany NCOMPUTING

=B Foftwsre Ssttings (iocsl) (&) Email kechsupport@ncomputing cam

+ Q‘: Sessions [£] phone 52-31-422-5157
= &) Irformation & Settings

G Product Information
] Licenses information
#y System Settings
Serial Numbers
(] USB-Device Assignment(s)
+ @ Software Settings (LAN)
i Hardware Settings (LANlocal)

The "System Settings" tree item shows the following settings for the terminal services software. Double-clicking
on the name of the setting allows you to adjust it (unless it is read-only, which is specified below).

Maximum number of stations (incl. Host): Displays the maximum number of sessions the terminal
services software is configured to support. This number includes the host PC. This setting is read-only.

Current number of sessions: Displays the number of active sessions. This setting is read-only.

This machine: Displays the name of the host PC. This setting is read-only.

This user: Displays the currently logged-in user’s username. This setting is read-only.

System uptime: Displays how long the host computer has been logged on. This setting is read-only.
Main Station AutoLogon: Displays whether or not the host PC is set to automatically logon at boot-up.

Delay until shutdown (seconds): Displays the default amount of time after a shutdown command is
issued on the host until the shutdown occurs. After the shutdown command is issued on the host, the
shutdown timer starts. Then, a window pops up on each terminal session that tells the users they must
logoff since the host is shutting down. Each user must save their work. Also, a window pops up on the
host that enables the administrator to abort the shutdown timer and start the shutdown immediately, or
cancel the shutdown. When the shutdown timer expires, the shutdown occurs.
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o Disable Send Broadcast Message: Displays whether or not the administrator has disabled broadcast
messages. See the description of the “Sessions” tree item for more information about how broadcast
messages work.

e Prevent access of the USB-storage devices to the attached terminal field: Displays whether or not the
administrator has globally prevented access to USB devices on access terminals.

o Remote View/Control allowed: Displays whether or not the administrator has configured the terminal
services software to allow administrators to remotely view user and control user sessions.

e Clean up disconnected sessions not in use: Displays whether the terminal services software
automatically looks for disconnected sessions that are not in use and logs them out after a defined period
of time. If this feature is turned off (set to “No” or “0”), when any terminal drops its connection, the
connection remains active on the host. When the user reconnects, their disconnected session is
reconnected to their new session and all their open files and applications are available again. Also, in
this case, the only way to end a disconnected session is for an administrator to stop the session from the
console software. If this feature is turned on (set to any whole number up to 999), the same behavior
applies, but when a session is disconnected, a timer starts. If the user reconnects before the timer is up,
their disconnected session is reconnected to their new session and all their open files and applications are
available again. If the timer runs out and the session is still disconnected, the terminal services software
will end the session by itself. This makes sure that disconnected sessions do not reserve resources for an
indefinite period. By default, this is set to “No.”

e Support WTSAPI32 Interface: Displays whether or not the terminal services software has turned on
support for the Windows Terminal Services Application Programming Interface, or WTSAPI32. At
times, this setting is required for certain applications to behave properly.

e Disable background-bitmaps under Windows XP: Displays whether or not the user is able to set their
own background bitmap for their Windows XP desktop.

e Do not display last user name: Displays whether or not the terminal services software displays the last
user name that logged on using a particular terminal. This is sometimes enabled as a security measure.

o UTMAJUTSA USB port support: Displays whether the administrator has set the terminal services
software to allow using the USB port on L200 and L230 access terminals.

e Administrator Password: Displays whether an administrator password is set.

e Autologon on the Host Station: Displays whether the host PC is set to boot up without the Windows
logon screen of the host PC.

“%i Network UTMAZUTSA Settings E]@

Fie Action  View Hep

& aE B 2

(L) UTMA[LITS A-Settings
- %G Local Users and Groups {Lacal)
+ % Local Computer Policy
=B Software Settings (Jocal)
i+l 2 Sessions
=1 13D Infarmation & Settings
@) product Information
#] Licensee information
&y System Settings
Serial Mumbers
) (5] UsB-Device Assignment(s)
- @ Software Settings (LAN)
T Hardware Settings (LANjlocal)

Hame | walue

[B Maximum number of stations (incl. Host) 10

Current number of sessions 3

This machine KPPRO-ENG-COM11
This user userl

[B) System uptime: 1 day, 3 hours, 8 minutes, 51 seconds
Main Station AutoLogon Mo

Delay until shutdown (seconds) 30

[B Disable Send Broadcast Message Mo

Prevent access of the LISE-storage devices b the attached terminal. Mo

Remate YiewCartrol allowed. Yes

Clean up disconneted sessians nok in use Mo

[E9) Suppart WTSAPT32 Interface fo

Disable backaraund-bitmaps under Windows %P Yes

& Admiristrator Password Yes

& Autelagon on the Host Station Ho
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The "Serial Numbers" item shows a list of serial numbers of terminals that have connected to the terminal
services software. For each serial number, it shows the number of licenses required for that terminal, the station
number (if available), whether or not it is registered, and a description of the device.

“1 Network UTMA/UTSA Settings B==]
Fle  Action  View Help
& 2

2 UTMAUTSA-Settings Serial Mumber | Number of icenses | Stations | Register status | Serial-Location
+ % Lowcal Users and Groups (Local) 2] 1500m9 1 Mot registered  LITMAJUTSAD. ..

* Local Computer Policy |i£] 2504081 1 Mot registered UTMAJUTSAD. ..
Software Settings (lacal) L] 1561831 1 4 Not registered  LITMAJUTSAD...
& % Sessions 2] 1581843 1 Mot registered UTMAIUTSA D, ..

Infarmation & Settings
S Product Information
#} Licensee information
8y System Settings
) Serial Humbers
) (58] USB-Device Assignmentis)
@ Software Settings (LAN)
S Hardware Settings (LANlocal)

USB-Device Assignment(s)
Note: This feature is only available on the L200 and L230.

% Metwork UTMA/UTSA Settings =X
Flle Action  View Help

« =

[ UTMA/UTSA-Settings Mame:

-84 Local Users and Groups (Local) % Standard Enhanced PCT to USE Host Controller

£33 Local CompLter Policy
= B Ssoftware Settings {local)
-+ Sessians
1.3 Information & Settings
=) (s8] USB-Device Assignmentis)
-6 Avallable LISB Parts (HOST-F1
@ Software Settings (LAN)
+ ¥ Hardware Settings (LAN/local)

In the "USB-Device Assignment(s)" tree item, you can control connections between USB ports on the host and
terminal sessions. To use this function, navigate the tree to select a USB port. When you right-click on an entry
under “USB-Device Assignment(s)”, you can de-select the “Hide the ports that are not connected” item to see all
ports. After selecting a port, the following information is displayed:

e The port number.
e Ifadevice is connected, the device's simple hame.
e The device's longer name, usually including the manufacturer and model.

e A check box for "Allow all users access to every USB port". When this is selected, all USB ports are
connected, as if in one hub. When it is not checked, there is a list of USB ports where you select which
ones to be connected to the selected device. In the list, there is each terminal's MAC address and serial
number along with a checkbox.
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i Network UTMA/UTSA Settings (==
Eile Action Wew Help
[ 2

23 UTMAUTSA-Settings
+ % Local Users and Groups (Local) -1

[Port5] DeviceConnected  USE Mass Storage Device

+ Local Computer Policy Sam5ung SUEB-512ME USE Device
Software Settings (local) w | Wolume(s]: |-

+-{\F Sessions
+ Information & Settings -
Apply

=-[&8] UsB-Device Assignment(s)
=& Available USE Ports (HOST-P
=] G&b Standard Enhanced PCT t

= 9& RoatHub UTHMA MAC Address Serial Num i
-6 [Port5] DeviceCo ] Li0-14 1500019
¥ @ Software Settings (LAN) [ usent
# = Hardware Settings (LA local) [ Device No DDOFEDT91407 1573660
[ user2
[ wser3 1561643
[1 useran 1BE1631
[ Device Mo DOOFEC0153154 1629783 w

[ Allow all users access ta every USE port

When you click on the "Apply" button, changes to the USB-Device assignments are saved. To discard changes,
simply navigate to another tree item or close the console without clicking on the "Apply" button.

Software Settings (LAN)

The "Software Settings (LAN)" tree allows you to see and change settings for the host PC and all other PCs on
the network that are running the terminal services software. Once you select a server in the tree, the same
settings are present as are in the "Software Settings (local)" tree item.

| %5 Hntwark UTMANITSA Sattings ElaE

| %5 Htwark UTMANITSA Sattings ElaE

[

[Fp—

) infcenaticn b sectngs

S - Davice Assgronentis)

(S USB-Device Aspgrmentis)
o uvadable s et (s
AW CONE

o oo WiH
+ T Hardwars Settngs (UANocal)
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Hardware Settings (LAN/local)

The "Hardware Settings (LAN/local)" tree allows you to see and change settings for all access terminals on the
network.

%1 Network UTMA/UTSA Settings |=[x]
File  Action  Yew Help
@ b= 2

(3 UTmsiLTS A Settinos 1 UTMA/UTSA Devices List
& % Local Users and Groups (Local)

Lacal Cs ket Poli
908 OmpLtEy Ry List o sl LM LTS dvices tht ste ackive, s rck sctive o the nstwork
Softwiare Settings (iocal)

Software Settings (LAN) UTMA/TSA Devices: Columns.

e
#
&

e Hardware Settings (LAN/local) A Device Name P Addrsss IP Type | Static IP Gateway IP_| MAC [
. %‘ Emiﬂiﬁ E:::E:scmup(s) Device Mo ODOFECTSFOCE 192168037 dynamic  192168.010 19216601  OOOFEOTSFOCE
@Lio-11 19216808 dgemic 192168013 13216801  ODOFEO1GDA1A
BLi0-07 152168014 dgnsmic 192168014 13216601  ODOFEODODO0G
112004 19216809 dgnemic  192168.0.110  192166.01  ODOFEQDOOT32
neotus 19216804 dynamic 1921680114 19216601  ODOFEQT7F3S7
[ [REIN 182168016 dgnamic 19216803 13216801  ODOFEO1GD4T1

Device No OOOFEOTS1AQF  1392.168.0.38 dynamic  192168.010 19216801 O00FEDTS140F
Device No OOOFEDT83184 1921680221  static 192162.0.221  192168.0.1 OOOFED182184

user2 192168026 dpnamic 192168103 192168101  OQOOFEODOOOFS
Device No OOOFE0TS1A07  132.168.0.34 dynamic  132168.0.10 19216801 O00FEDT 51407
B user! 192168033 dynamic  192168.0112 19216801 000FEDDO000A,
o = duke 192.168.0.28 dynamic  192168.0.125  192.168.0.1 OOOFEDTFEZAE
=T, i I+ ammiranda ammarmnd Ameaemadameee
S| UTMAIUTSA Device Setun 3\ Print List of UTMAMITSA “ \ View station screen
= E /-.3 devices “%, (only if connecked to this
=" computer

When you select the "UTMA/UTSA Devices" tree item, there is a table in the right side of the window that
contains information about each access terminal. There is a very wide variety of information available for each
terminal. Clicking on the "Columns" button enables you to select what columns are displayed. You can select a
preconfigured group of columns or you can click on the "Advanced" button to select individual columns to
display.

Select Columns
Select group of columns to show
- = Ok

Device Informations _

Firrmware

Metwork Settings

Pazsword Settings

Language

Connection

Select Columns
Columns. Columns.

IP Address ~
IP Type
Static IP
Gateway P
MAC

Adrnin Password

Language
Connection Status
Server [P Address
Computer Mame
Usger Name

Session Name
"

[T

Double-clicking on an entry in the table brings up the "Device Properties" window that shows a list of properties
and buttons for changing the device's settings.
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UTMAUTSA Device Overview
~
Device Informations
Device Name Device No DDDFEDTS1ADF Change
Device Status Waiting for connection —Coretion
Serial No 1524416 <& | Fehings
Firmware Network
Version 54 =) Seltings
Buid Mumber 10198 ), setup Password
Schema D kil T ‘sndLangusge
Device [0 120
Boot Server wver: wppro-korcoml2 Member
5 of Groups
Metwark Settings
P bcdress 192168.0.32 @
IF Type dynamic
Static 1P 192168.0.113
Gatewsy IP 192168.0.1
MaC DOOFEO181133
Password Settings \
Adtin Paseword  Disabled o ™
Language
Language Engish
Connection
< >

The settings you can change are all the same settings you can change when you use the "Options" window on the
access terminal itself. See the access terminal setup section for details on these settings.

Note: There are four settings you can change in the "Device Properties” window that you can't change in the
access terminal's "Options" window. One is the device's name. You can configure it on the management console
by clicking on the "Connection Settings" button. The second is the access terminal's group membership. You can
add the access terminal to a group or multiple groups by clicking the *Member of Groups™ button and adding the
groups to the list. The third is enabling and disabling USB on the selected device. In the "Device Properties"
window, there is a checkbox labeled, "Enable USB on this device". The fourth is the “Auto-Connect” feature. It
is available under the “Connection Settings” button in device configuration. This feature enables configuring the
access terminal to automatically connect using a specific profile when it is restarted or logged off.

You can print the access terminal's information by clicking on the "Print" button.

In the "UTMA/UTSA Device Group(s)" tree item, you can create groups of access terminals for administrative
purposes. You can use groups to organize your access terminal records by any criteria. Access terminals can
belong to as many groups as necessary.

Right-clicking on the "UTMA/UTSA Device Group(s)" tree item will bring up a context menu where you can
create a group.

11 Hetwork UTMANTSA Suttings o
Fla  Action  Yiew el

- D8 B

|1 UTHARITEA Settings [ e oF o [ msorpphen

This i s e 1 e i thes viem,

* e Logel Groe
view
Expent Lt

el

Crmatn somw LITMALITA devicn kel grons.

In the “Enter UTMA Device group name” window, enter the group name and description.
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Enter UTMA Device group name

&9 Group Mame:

Drescription:

[ Ok ] [ Cancel

Troubleshooting error messages

Error messages on the access terminal

DHCP Server was not found. ..

L Try Again H Setup J

If the access terminal cannot find a DHCP server, this error message appears.
Make sure there is a DHCP server on the current network.

Make sure a LAN cable is connected to the access terminal.

Make sure the LAN cable connected to the access terminal is not a cross-over cable.
Make sure the LAN cable is properly connected to the networking equipment.

If there is no DHCP server on the current network, change to using a static IP address. See the section on
installing the access terminal for instructions.

No Terminal Server found or not all services initialized yet, please click on the
connection list and try it again

~ No Terninal Server found or not all services initialized vet,
please click on the comection list and try it again

Ok
[

This occurs when the access terminal is set to find the host PC and it does not find the host PC where the
terminal services software is installed.

Make sure the NCT-2000-XP program is installed on the host computer.
Make sure the LAN cable is properly connected to the host computer.
Make sure the host computer and access terminal are in the same local area network.

Make sure any firewall or anti-virus programs installed in the host computer or network equipment are
compatible with the terminal services software.
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Host unreachable...

Host unreachable

When the access terminal cannot connect to the host PC, this message appears.

Make sure the server connection list is configured correctly. See the section about configuring the
access terminal.

Make sure the terminal services software is installed on the host PC.
Make sure the host computer and access terminal are in the same network.

Make sure any firewall or anti-virus programs installed in the host computer or network equipment are
compatible with the terminal services software.

TS ERROR - INVALID OR NO SERIAL NUMBER!

TS ERROR - INUALID OR NO SERIAL NUMBER *
0k

This message appears when no serial number exists in the host computer. This message does not indicate an
error regarding the serial number of the access terminal.

Please see the section about product registration to register the terminal services software and the access
terminals.

Connection was closed but your data is not lost and application is still running
on the server. Please connect to the terminal server later.

This message appears when the connection stops due to abnormalities occurring on the host PC or network
equipment.

Check the Host PC or the network equipment when this message appears and restart the Host PC and access
terminal. Unless the Host PC is rebooted, existing data in the Host PC may be used as is.

Check to see if the host PC is overloaded.
Check to see if the network traffic is overloaded.
Check to see if the host PC is unstable.

There is a feature in the terminal services software that keeps disconnected sessions running and available. If the
user reconnects while a disconnected session for that username is present, the software will connect the
disconnected session to the new session. The user will see the desktop as it was when the disconnection occurred.

The administrator can configure the software to keep disconnected sessions running and available indefinitely or
to close them automatically after being disconnected for a specified period of time. The setting is in the
administrative console’s system settings and is called, “Clean up disconnected sessions not in use.”
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Authorization error

Authorization Errorl

@ Fleaze close all pour applications!

You have 0 minutes and 35 seconds
before the workplace will shut down

Exit Station Maw |

When two access terminals use the same serial number simultaneously, the error message appears.
Check all serial numbers in the terminal services software console.

TS ERROR — Stations Limit Exceeded !

BSsage

TS ERROR - Stations Limit Exceeded !

When an access terminal attempts to connect to the host PC and the number of allowed connections is exceeded,
this message appears.

Check how many access terminals are connected to the host PC.

Check what operating system is installed on the host PC.

Troubleshooting error messages on the Host PC

Multi user Error

List of non-cerified/incompatible

@ Iodule I Enor Code
win32k, sy Ow000007 «

One or more incompatible Modulefz) in

that NCT-2000:%P system has been
detected!
The additional Station{s] may not start
or work comectiyl 5 | ]

il

Please run the MCT-2000:<F Update naw o uninstall in the Control
Panel/Software the latest Windows Hofix/Service Patchl

Bun Update |

0K

Microsoft distributes Windows updates, and some security updates may conflict with the terminal services
software. A conflict may display an error message or disable the access terminal. If this happens, a new version
will be distributed very quickly through the automatic software update feature.

Glossary

e Access terminal: a network computing terminal using NComputing patent technology. It doesn't use
CPU, VGA, and main chipsets, only use a programmable SoC to connect to Host PC. A terminal using
UTMA technology can be connected to Host PC by using the LAN cable. Also, it can be connected to
remote PC through Internet using TCP/IP.
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e Administrator: a person who is responsible for managing a multi-user computing environment, such as a
local area network (LAN). The responsibilities of the system administrator typically include: installing
and configuring system hardware and software; establishing and managing user accounts; upgrading
software; and backup and recovery tasks.

e Alias: a fictitious name used by an individual as an alternative to her or his true name.

o Client/Server: describes the relationship between two computer programs in which one program, the
client, makes a service request from another program, the server, which fulfills the request.

e Console: the text entry and display device for system administration messages, particularly those from
the BIOS or boot loader, the kernel, the init system and the system logger.

e DHCP: (Dynamic Host Configuration Protocol) is a communications protocol that lets network
administrators centrally manage and automate the assignment of Internet Protocol (IP) addresses in an
organization's network. Without DHCP, the IP address must be entered manually at each computer in an
organization and a new IP address must be entered each time a computer moves to a new location on the
network.

e Download: the transmission of a file from one computer system to another.

o Ethernet: the most widely-installed local area network (LAN) technology - specified in a standard, IEEE
802.3.

o Firewall: a set of related programs (located at a network gateway server) that protect the resources of a
private network from users on other networks and control what outside resources its own users have
access to. (The term also implies the security policy that is used with the programs.)

e Gateway: a network point that acts as an entrance to another network. On the Internet, a node or
stopping point can be either a gateway node or a host (end-point) node.

e Host Computer: a computer in which the NCT-2000-XP program has been installed

o Internet: a worldwide system of computer networks in which users at any one computer can, if they have
permission, get information from any other computer (and sometimes talk directly to users at other
computers).

e IP Address: the Internet Protocol (IP) is basically the set of rules for one network communicating with
any other (or occasionally, for broadcast messages, all other networks). Each network must know its
own address on the Internet and that of any other networks with which it communicates. To be part of
the Internet, an organization needs an Internet network number, which it can request from the Network
Information Center (NIC). This unique network number is included in any packet sent out of the
network onto the Internet.

e LAN: local area network (LAN) is a group of computers and associated devices that share a common
communications line or wireless link and typically share the resources of a single processor or server
within a small geographic area (for example, within an office building). Usually, the server has
applications and data storage that are shared in common by multiple computer users. A local area
network may serve as few as two or three users (for example, in a home network) or as many as
thousands of users (for example, in an FDDI network).

e Log on: in general computer usage, logon is the procedure used to get access to an operating system or
application. Almost always, a logon requires that the user have (1) a user 1D and (2) a password. Often,
the user ID must conform to a limited length such as eight characters and the password must contain at
least one digit and not match a natural language word

e MAC Address: in a LAN or other network, the MAC (Media Access Control) address is your computer's
unique hardware number. (On an Ethernet LAN, it's the same as your Ethernet address.) When you're
connected to the Internet from your computer, a correspondence table relates your IP address to your
computer's physical (MAC) address on the LAN.
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e NCT-2000-XP: NComputing terminal services software for Windows 2000 and XP
e PC: Personal Computer

o Router: in packet-switched networks such as the Internet, a router is a device or, in some cases, software
in a computer, that determines the next network point to which a packet should be forwarded toward its
destination. The router is connected to at least two networks and decides which way to send each
information packet based on its current understanding of the state of the networks it is connected to.

e User: one who uses a computer system. Users may need to identify themselves for the purposes of
accounting, security, logging and resource management. In order to identify oneself, a user has an
account and a username.

e USB: (Universal Serial Bus) is a standard designed to allow peripherals to be connected to a computer
using a standardized interface socket and to improve plug-and-play capabilities by allowing devices to
be connected and disconnected without rebooting the computer.

e UTMA: Ultra Thin Multi Access

FAQ
Q: Must the versions of the terminal services software in a network be the same?

A: Yes, since different versions might cause data communication problems. Please keep all terminal
services software updated with the latest version.

Q: When I start my access terminal, why is the server connection list blank? I have the NCT-
2000-XP software on a host PC in my network. I can connect to the host PC if | provision its IP
address in the access terminal.

A: This condition occurs when the host and access terminals are on independent subnets. The access
terminal can run in this mode, but will never see the host PC in its server connection list.

Q: When | go to the device list in the administration console, why do some of my access terminals
never show up in the list?

A: This condition occurs when the host and access terminals are on independent subnets. The access
terminal can run in this mode, but its record will never appear in the administration console’s device
list.

Q: When | try to do a manual firmware update on the access terminal, why does it not connect to
the host PC and download the firmware?

A: This condition occurs when the host and access terminals are on independent subnets. The access
terminal can run in this mode, but it can only download firmware updates when it is on the same subnet
as the host PC.

Q: When | start my access terminal, why does it not automatically update its firmware from the
host PC like my other access terminals do?

A: This condition occurs when the host and access terminals are on independent subnets. The access
terminal can run in this mode, but it can only download firmware updates when it is on the same subnet
as the host PC.

Q: I can't download any terminal services software updates.
A: Make sure that the product is registered (see “Product Registration” section).
Q: Why does a warning message appear when I install the terminal services software?
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A: Windows XP SP2 provides a firewall that displays a security warning message when a new port is
used (see below). If you click the “Keep Blocking” button, you will not be able to find NComputing
servers. If you select the “Unlock” button, the port will open unless you block it manually. If you select
the “Ask Me Later” button, the port will open temporarily and the security message will continue to
appear when the port is accessed.

Q: Can the product support 10Mbps or 1Gbps?
A: No, only 100Mbps is supported.

Note: Go to www.ncomputing.com to see the latest FAQs.
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